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## Acronyms Referenced in these Proceedings

<table>
<thead>
<tr>
<th>Acronym</th>
<th>Full Form</th>
</tr>
</thead>
<tbody>
<tr>
<td>APCO</td>
<td>Association of Public-Safety Communications Officials – International</td>
</tr>
<tr>
<td>CAI</td>
<td>Common Air Interface</td>
</tr>
<tr>
<td>CASM</td>
<td>Communications Assets Survey Mapping</td>
</tr>
<tr>
<td>COPS</td>
<td>Office of Community Oriented Policing Services (DOJ)</td>
</tr>
<tr>
<td>COWS</td>
<td>Cellular on Wheels</td>
</tr>
<tr>
<td>DHS</td>
<td>U.S. Department of Homeland Security</td>
</tr>
<tr>
<td>DOJ</td>
<td>U.S. Department of Justice</td>
</tr>
<tr>
<td>FCC</td>
<td>Federal Communications Commission</td>
</tr>
<tr>
<td>G&amp;T</td>
<td>Office of Grants and Training (DHS)</td>
</tr>
<tr>
<td>IACP</td>
<td>International Association of Chiefs of Police</td>
</tr>
<tr>
<td>IAFC</td>
<td>International Association of Fire Chiefs</td>
</tr>
<tr>
<td>ICS</td>
<td>Incident Command System</td>
</tr>
<tr>
<td>ICTAP</td>
<td>Interoperable Communications Technical Assistance Program (DHS)</td>
</tr>
<tr>
<td>IGA</td>
<td>Intergovernmental Agreement</td>
</tr>
<tr>
<td>IP</td>
<td>Internet Protocol</td>
</tr>
<tr>
<td>ISSI</td>
<td>Inter-RF Subsystem Interface</td>
</tr>
<tr>
<td>IWCE</td>
<td>International Wireless Communication Expo</td>
</tr>
<tr>
<td>IWN</td>
<td>Integrated Wireless Network program</td>
</tr>
<tr>
<td>JMD</td>
<td>Justice Management Division (DOJ)</td>
</tr>
<tr>
<td>LLIS</td>
<td>Lessons Learned Information Sharing</td>
</tr>
<tr>
<td>NIJ</td>
<td>National Institute of Justice (DOJ)</td>
</tr>
<tr>
<td>NIMS</td>
<td>National Incident Management System</td>
</tr>
<tr>
<td>NINDR</td>
<td>National Interoperability Network for Disaster Relief</td>
</tr>
<tr>
<td>NIST</td>
<td>National Institute of Standards and Technology</td>
</tr>
<tr>
<td>NPRM</td>
<td>Notice of Proposed Rulemaking</td>
</tr>
<tr>
<td>NPSPAC</td>
<td>National Public Safety Planning Advisory Committee</td>
</tr>
<tr>
<td>NPSTC</td>
<td>National Public Safety Telecommunications Council</td>
</tr>
<tr>
<td>OIC</td>
<td>Office of Interoperability and Compatibility (DHS)</td>
</tr>
<tr>
<td>OLES</td>
<td>Office of Law Enforcement Standards (NIST)</td>
</tr>
<tr>
<td>OOC</td>
<td>Olympics Organizing Committee</td>
</tr>
<tr>
<td>P25</td>
<td>Project 25</td>
</tr>
<tr>
<td>PSBT</td>
<td>Public Safety Broadband Trust</td>
</tr>
<tr>
<td>PSAP</td>
<td>Public-Safety Answering Point</td>
</tr>
<tr>
<td>PSTN</td>
<td>Public Switched Telephone Network</td>
</tr>
<tr>
<td>RDSTF</td>
<td>Regional Domestic Security Task Force</td>
</tr>
<tr>
<td>RFI</td>
<td>Request for Information</td>
</tr>
<tr>
<td>RFP</td>
<td>Request for Proposals</td>
</tr>
<tr>
<td>RFQ</td>
<td>Request for Qualifications</td>
</tr>
<tr>
<td>RPCs</td>
<td>Regional Planning Committees</td>
</tr>
<tr>
<td>SCIP</td>
<td>Statewide Communications Interoperability Plan</td>
</tr>
<tr>
<td>SME</td>
<td>Subject matter expert</td>
</tr>
<tr>
<td>SoR</td>
<td>Statement of Requirements</td>
</tr>
<tr>
<td>SOW</td>
<td>Statement of Work</td>
</tr>
<tr>
<td>TA</td>
<td>Transition Administrator</td>
</tr>
<tr>
<td>TIC</td>
<td>Tactical Interoperable Communication</td>
</tr>
<tr>
<td>UASI</td>
<td>Urban Area Security Initiative</td>
</tr>
<tr>
<td>UCAN</td>
<td>Utah Communications Agency Network</td>
</tr>
<tr>
<td>US&amp;R</td>
<td>Urban Search &amp; Rescue</td>
</tr>
<tr>
<td>WMD</td>
<td>Weapons of Mass Destruction</td>
</tr>
</tbody>
</table>
Tech Guide Resources Available

Two complementary Tech Guide publications published by the U.S. Department of Justice Office of Community Oriented Policing Services are useful resources for communications interoperability efforts. These publications were prepared by staff from SEARCH, The National Consortium for Justice Information and Statistics.

Law Enforcement Tech Guide

Law Enforcement Tech Guide: How to plan, purchase and manage technology (successfully!), A Guide for Executives, Managers and Technologists, was published in 2002. It offers strategies, best practices, recommendations and ideas for successful information planning, implementation, and management. (280 pages)

To request a hardcopy version of the Law Enforcement Tech Guide, contact the COPS Office Response Center at 800-421-6770 or email AskCOPSRC@usdoj.gov.

The report is also available on the COPS Web site in Adobe Acrobat format at http://www.cops.usdoj.gov/default.asp?Item=512

Interoperability Tech Guide

Law Enforcement Tech Guide for Communications Interoperability: A Guide for Interagency Communications Projects, will be published by COPS in late summer 2006. It provides practical information that supports efforts to successfully establish interagency, interdisciplinary, and interjurisdictional voice and data communications systems, and is endorsed by the SAFECOM Program. (417 pages)

For news on publication of the Interoperability Tech Guide, as well as links to other law enforcement and public safety tech guides published by COPS, see SEARCH’s Web site at http://www.search.org/programs/safety/tech-guide.asp.
Agenda

Wednesday, May 24, 2006

8:00–8:30 AM
Welcome, Introductions, and Opening Remarks
Welcome, introductions, and opening remarks by National Interoperability Summit sponsors.

- Assistant Chief David Carter, Austin Police Department, Texas
- Carl R. Peed, Director, Office of Community Oriented Policing Services, U.S. Department of Justice
- Dr. Paul R. Corts, Assistant Attorney General for Administration, U.S. Department of Justice
- Tony Frater, Deputy Director, Office of Interoperability and Compatibility, U.S. Department of Homeland Security

8:30–9:00 AM
Key Interoperability Issues in the United States
An opening discussion of key interoperability issues for first responder agencies nationwide.

- Harlin McEwen, Chair, Communications & Technology Committee, International Association of Chiefs of Police

9:00–10:00 AM
National Initiatives Update
A panel of agency representatives present the status of Federal programs affecting communications interoperability projects.

- Interoperable Communications Technical Assistance Program:
  Keith Young, Program Manager, Office of Grants and Training, U.S. Department of Homeland Security

- SAFECOM Program:
  Tony Frater, Deputy Director, Office of Interoperability and Compatibility, U.S. Department of Homeland Security

- Public Safety Communications Standards:
  Dereck Orr, Program Manager, Office of Law Enforcement Standards, National Institute of Standards and Technology
10:15 AM–12:00 PM
Project Case Studies

A moderated panel of representatives from three regional interoperability projects present critical success factors and keys to success from project initiation and implementation to ongoing operations.

- **William Romesburg**, Law Enforcement Information Technology Specialist, SEARCH *(moderator)*
- **Steve Proctor**, Executive Director, Utah Communications Agency Network
- **Jesse Cooper**, Communications Manager, Phoenix Police Department, Arizona
- **Tom Sorley**, Manager, Orange County Public Safety Communications, Florida

12:00–1:30 PM
Luncheon Keynote

The keynote speaker addresses regulatory issues affecting communications interoperability projects.


1:30–5:00 PM
Focus Groups, Round One

Through roundtable discussion, summit participants develop problem statements, lessons learned, recommendations, and resources needed surrounding five areas of managing an interoperability project: Establishing governance structures and agreements; analyzing and documenting operational needs; project planning and management; procurement, contracting, and vendor management; and implementation, operations, and performance management.

**Thursday, May 25, 2006**

8:00-10:00 AM
Focus Groups, Round Two

In the second round of roundtable discussions, summit participants attend a new focus group to review and augment the first round of findings.

10:30 AM–12:00 PM
Presentation of Focus Group Findings

Adjournment
Background

The challenge of communications interoperability is well known to emergency responders across the nation. In recent years, numerous projects have been undertaken at local, state, and national levels to improve interagency communications following many unfortunate examples of what happens when responders are unable to coordinate resources during emergencies. In 2005, the U.S. Department of Justice’s Office of Community Oriented Policing Services, Justice Management Division, and National Institute of Justice, supported by the U.S. Department of Homeland Security’s SAFECOM Program, hosted a summit in Seattle, Washington, to share best practices and lessons learned.

Following that successful meeting, the same Federal partners sponsored the 2006 National Interoperability Summit in Austin, Texas, on May 24 and 25. The 2006 summit focused on management challenges in interoperability initiatives, targeting key project sponsors and steering committee members for attendance. Summit participants engaged in an open discussion with colleagues from across the country on what aspects of their projects work well, what can be done better, and what assistance Federal agencies can provide to improve future projects. Both summits were hosted by SEARCH, The National Consortium for Justice Information and Statistics.

The two-day summit comprised a mixed format that included plenary sessions and panel discussions, but the five focus groups—which repeated with different participants on the second day to augment the first groups’ findings—were the heart of the summit. Through roundtable discussion, summit participants developed problem statements, lessons learned, best practices, recommendations, and resources needed surrounding the five critical areas of managing an interoperability project:

- Establishing Governance Structures and Agreements
- Analyzing and Documenting Operational Needs
- Project Planning and Management
- Procurement, Contracting, and Vendor Management
- Implementation, Operations, and Performance Measurement.

These proceedings of the 2006 National Interoperability Summit provide an overview of the discussions and excellent recommendations generated by the vigorous discussion and interaction of summit participants.
Welcome, Introductions, and Opening Remarks


Assistant Chief David Carter, Austin Police Department, Texas

Assistant Chief David Carter of the Austin (Texas) Police Department welcomed summit attendees to what he called the “third safest city in the nation.” “Partnerships are the cornerstone of what we need to accomplish in public safety and at this conference,” he said. Interoperable communications are essential for effective policing, and critical for day-to-day operations and for incident response. The City of Austin is the major urban center of a 10-county area that would be the hub of a regional response in a major incident. The vision of the Austin Police Department is to achieve seamless automatic roaming across the region. This summit is an opportunity to learn from one another as these important projects are implemented.

Carl R. Peed, Director, Office of Community Oriented Policing Services, U.S. Department of Justice

COPS Office Director Carl R. Peed added his welcome to summit participants, stating that this is the second interoperability summit sponsored by COPS, focused on one of the most significant issues to be addressed in years. “The key component to implementing new networks in the public safety community is our ability to collaborate and cooperate,” he said, “We are confident we are on the right track.” Evaluations from the 2005 Interoperability Summit held in Seattle, Washington, echoed one common theme—the conference needs to be repeated. Mr. Peed recognized the presence and invaluable voice of public safety, Harlin McEwen, who has been an excellent resource to the COPS Office and who speaks for all of public safety on interoperability.

In just over three years, COPS has awarded $250 million to law enforcement agencies in 65 metropolitan regions to develop and upgrade their interoperable communications systems. The partnerships of SAFECOM, NIJ, and JMD with COPS have been invaluable in that regard. Director Peed extended his thanks to SEARCH for hosting the summit and for providing the *Law Enforcement Tech Guide for Communications Interoperability, A Guide for Interagency Communications Projects*, published by COPS and endorsed by SAFECOM. “The real prize of interoperability is the ability to coordinate operations as needed.” he said. “Crime and emergencies do not stop at the state line. If there is a fire emergency, there is a police emergency.” The message is coordination, collaboration, and partnerships—Federal-to-Federal, Federal-to-state, state-to-local, and discipline-to-discipline.
Dr. Paul R. Corts, Assistant Attorney General for Administration, U.S. Department of Justice

Dr. Paul R. Corts, Assistant Attorney General for Administration, U.S. DOJ, commended the summit attendees for carving out the time from their busy schedules to attend this important meeting. The Justice Management Division responded to 9/11 with its 25 Cities Project. The idea was to create an immediate improvement in interoperable communications at significant major metropolitan areas, Dr. Corts said. The importance of assembling all stakeholders was one of the lessons learned from this project. At the same time, the importance of addressing the broader issues of the lack of Federal interoperability and communications among the Federal partners became clear. The Integrated Wireless Network program (IWN) is working to address the interoperability of Federal agencies across the nation, with mutual aid and connectivity with local, state, and tribal partners an additional component.

“In most of the 25 Cities, we have augmented existing local partnerships and efforts,” Dr. Corts said, “and we have learned that in these communities there was a small nucleus of people who make things happen—the community ‘champions’ who can serve as facilitators to move these projects forward.” The hard work of developing interoperable solutions must be accompanied by exercises, procedures, and training to respond to emergencies, efforts which are integral to the effort. Without training and procedures, the technical solutions will diminish greatly in value.

Tony Frater, Deputy Director, Office of Interoperability and Compatibility, U.S. Department of Homeland Security

Tony Frater, Deputy Director of the Office of Interoperability and Compatibility (OIC), U.S. DHS, welcomed attendees on behalf of the department. “In the past, each Federal agency has sponsored its own conference,” he said, noting that Director Peed and the COPS Office are to be congratulated for assembling the Federal partners and programs, and for focusing the attention on the valuable information, lessons learned, and feedback the practitioners provide.
Key Interoperability Issues in the United States

Harlin McEwen, Chair, Communications & Technology Committee, International Association of Chiefs of Police

Chief Harlin McEwen, Chair of the Communications & Technology Committee, International Association of Chiefs of Police (IACP), provided an overview of interoperability issues today at the local, state, and national levels, calling this “an exciting time for public safety communications.” There are three priorities in public safety telecommunications today, he said:

- Priority #1: Reliable agency-specific voice communications. This refers to the public safety mission-critical, everyday voice communications.
- Priority #2: Reliable interagency voice communications, or what is commonly referred to as “interoperability.”
- Priority #3: Reliable data communications. The increasing need public safety has for access to secure text messaging, documents, photographs, diagrams, and streaming video.

What do reliable communications mean? Whenever public safety personnel need to communicate, it works. The first responder can reach the intended target directly or through a network; there must be an available radio channel; and the radio must have power. Reliable communications requires that public safety must plan for everyday peak service times and large incidents. Public safety must allow for radio system disruptions such as power outages, tower failures, and system interconnect failures; for personal radio equipment failures such as battery failure; and for catastrophic wide-area failures of all of the above.

What do reliable communications mean?

Whenever public safety personnel need to communicate, it works.

Chief McEwen noted that disasters are fairly common to public safety and usually handled locally, but Hurricane Katrina was a catastrophe affecting 90,000 square miles and four states that brought different challenges. There have been a number of specific lessons learned from communication failures that occurred during Katrina, but the all-encompassing lesson is that public safety must be prepared for more than the short-time outages traditionally anticipated.

Six outcomes from Katrina failures stand out, he said. These are–

1. Tower/infrastructure failures.
2. Power failures of tower sites, dispatch centers, and portable radio batteries.
3. Failures of public switched telephone network (PSTN) and network infrastructure (microwave and landline).
4. Public safety personnel issues.
5. The need for deployable systems that can be brought in where infrastructure is temporarily out of service or destroyed.

6. The knowledge that satellite communications are only a partial solution.

COWS (cellular on wheels) have been used by commercial systems for some time. In large-scale catastrophes, public safety needs similar deployable systems and mobile satellite systems. During Katrina, satellite services failed because batteries failed; personnel were not familiar with satellite radios and how they operated; and satellite radios are not practical for local area communications and limited to one-to-one communications.

**National Public Safety Network Issues**

The Senate Committee on Homeland Security issued a report on Katrina, recommending that, “DHS should develop a national strategy, including timeframes, for implementing a survivable, resilient, national interoperable communications network.” Chief McEwen said he believes that this approach oversimplifies the problem. All public safety personnel do not need to be able to talk to all other public safety personnel. A nationwide network may not be practical or affordable; nevertheless, there are currently two proposals on the table to develop national networks: one from M/A-COM, dubbed the National Interoperability Network for Disaster Relief (NINDR), and one from Cyren Call, referred to as the Public Safety Broadband Trust (PSBT).

NINDR proposed an Internet Protocol (IP) national network that would cost only slightly more than $1 billion and could be implemented within months that would connect local and Federal mutual aid channels to an IP network. Chief McEwen thinks the proposal is impractical because simply tying together mutual aid channels would do very little to solve interoperability problems.

The PSBT proposed by Morgan O’Brien, a co-founder of Nextel and now Chairman of Cyren Call Communications, would establish a public safety broadband trust that would hold the license for a 30 MHz block of cleared spectrum in the upper 700 MHz band. PSBT would negotiate terms for long-term access to the spectrum with private entities that would agree to build and maintain a nationwide, next generation network for public safety. PSBT would set appropriate rules and technical standards to ensure backward compatibility to existing public safety systems, maximum interoperability, reliability, redundancy, competition, innovation, and choices for public safety. The network would include a satellite-based element to ensure continuous operations when ground-based equipment is knocked out. Chief McEwen believes that this proposal has merit and could be very beneficial for public safety; however, there are significant obstacles. Current law requires the Federal Communications Commission (FCC) to auction the 30 MHz of spectrum, the proceeds of which would provide $10 billion to reduce the Federal deficit. Of that, $1 billion has been assigned to public safety communications, to funds for
subsidizing the purchase of TV set-top converter boxes (which convert digital to analog), and to funds for E9-1-1 systems.

**Wireless Data and Information Sharing**

In recent years, Chief McEwen said, law enforcement information sharing has rapidly expanded from fixed office terminals to wireless delivery of data to the field. Public safety should be able to deploy government-owned next generation data services of the type that are being delivered today by cellular commercial services. Due to lack of radio spectrum assigned to public safety, public safety has been limited to narrowband slow-speed 25 kHz radio channels in the VHF, UHF, and 800 bands, which is only practical for text messages.

Public safety has been limited to using cellular and other commercial data services for higher data rates. Spectrum in the 4.9 GHz band provides one opportunity for access to high-speed data. Another emerging option for public safety is the use of community systems using unlicensed 802.11 WiFi broadband, but this is not secure for public safety use. Public availability can also overload the network and provide slow or no service.

In 1997, the FCC assigned 24 MHz of radio spectrum previously assigned to television broadcasters to public safety in the 700 MHz band. In 2006, a law was passed requiring broadcasters to vacate the spectrum by 2009. The spectrum provides narrowband and wideband channel potential. “In February 2006,” Chief McEwen said, “the National Public Safety Telecommunications Council (NPSTC) sent a letter asking the FCC to revisit the data portion of the 700 MHz public safety spectrum. As a result, in March 2006, the FCC issued a Notice of Proposed Rulemaking (NPRM) inviting comments on the proposal to allow more aggregation of channels to authorize 1.25 MHz broadband channels.”

The current rules for the 700 MHz band allow for 50 kHz wideband channels and allow three channels to be aggregated into one 150 kHz channel. They also provide for 18 wideband interoperability channels. NPSTC will file a suggested band plan with the FCC that provides the flexibility for regional decisions on wideband and broadband channels, while protecting the narrowband voice channels from any changes.

In concluding, Chief McEwen stressed the need to stay focused mainly on mission-critical voice operability, with a goal to improving voice interoperability, while at the same time remaining aware of newly emerging opportunities to improve access to the data services that are rapidly becoming mission critical for public safety.
National Initiatives Update

Keith Young, Program Manager, Office of Grants and Training, U.S. Department of Homeland Security

Keith Young, Program Manager in the DHS Office of Grants and Training (G&T), briefed attendees on the progress of the Interoperable Communications Technical Assistance Program (ICTAP), a technical assistance program offered by G&T. From fiscal years 2003 to 2005, Mr. Young said, over $5.6 billion in homeland security funds went to grantees, with $1.8 billion used to procure interoperability equipment. ICTAP provides free technical assistance to enhance interoperability communications to Urban Area Security Initiative (UASI) and state homeland security grantees of DHS, offering guidance, training and exercises, and technical assistance on optimal solutions for varying urban areas.

ICTAP’s mission has been to enhance public safety interoperability in response to weapons of mass destruction (WMD) threats; improve the capability to communicate with whomever, whenever, and wherever needed; leverage existing efforts; and provide end-to-end planning and assistance. ICTAP provides policy services such as governance, needs analysis, solutions, and implementation, including tabletop exercises to identify gaps and solutions. ICTAP’s technical partner has developed a tool, CASM (Communications Assets Survey Mapping), to map assets and graphically illustrate an interoperability matrix that depicts equipment and agency-to-agency interoperability.

“The big focus this year is on Tactical Interoperable Communication (TIC) Plans and evaluations,” Mr. Young said. Each FY 2005 UASI region was required to develop a plan for tactical interoperable communications, defined as the rapid provision of on-scene, incident-based, mission-critical voice communications among all emergency responder agencies as appropriate for the incident and in support of the National Incident Management System (NIMS) model. Each plan is to be tested through a validation exercise by September 2006. The TIC plan comprises information about the urban area, its governance structure, interoperability equipment, policies and procedures for interoperable equipment (standard operating procedures), incident plan for tactical communications, and communications unit leader training.

By definition, TIC plans must be rapidly deployable at any time, 24/7. Capabilities provided through the plan should be fully operational within one hour of an incident, which may be provided through the use of radio caches, shared channels, gateways, or shared systems; and should always be in support of long-term interoperability planning and efforts. In support of development of TIC plans, ICTAP held three one-day training workshops in conjunction with other interoperable communications workshops being provided by the COPS Office. In 2003, there were six requests for assistance; in the next year there were 20, and currently technical assistance is being provided to over 70 urban areas and territories. TIC plans are currently in the process of evaluation and review by subject matter experts (SMEs) from local, state, and Federal first responder communities.
Lessons learned from ICTAP assistance are posted on the Lessons Learned Information Sharing (LLIS) website at www.llis.gov. For more information, visit the ICTAP website at www.ojp.usdoj.gov/odp/ta ICTAP.htm.

Tony Frater, Deputy Director, Office of Interoperability and Compatibility, U.S. Department of Homeland Security

Tony Frater, Deputy Director of the OIC, U.S. DHS, briefed attendees on the SAFECOM Program, a practitioner-driven program established in 2001. SAFECOM is focused on standards, architecture, a public safety Statement of Requirements (SoR), and on the provision of tools to enhance interoperability, all of which are based on the SAFECOM Interoperability Continuum (see Figure 1). Version 2.0 of the SoR is scheduled to be released in the next 6 months.

SAFECOM is currently working on the National Baseline Survey, a quantitative survey that will measure the nation’s capacity to be interoperable. The survey was issued last week to 22,400 randomly selected police, fire, and EMS agencies. The results will provide a snapshot of the nation’s interoperable status, based on the Interoperability Continuum.

SAFECOM also recently published a lessons learned document on the experience of the Commonwealth of Virginia, regarding their Statewide Communications Interoperability Plan (SCIP) and critical success factors for implementing it.

Figure 1: SAFECOM Interoperability Continuum
Dereck Orr, Program Manager, Office of Law Enforcement Standards, National Institute of Standards and Technology

Dereck Orr, Program Manager with the Office of Law Enforcement Standards (OLES), National Institute of Justice (NIST), briefed attendees on the Project 25 (P25) standards development program at OLES, an agency with a mission focused on the needs and requirements of public safety. The OLES has liaisons with industry to communicate those public safety needs, encouraging manufacturers to build to those requirements. NIST OLES has strong ties and partnerships with NIJ, SAFECOM, and COPS.

In November 2005, Mr. Orr briefed Congress on the status of P25 standards. He said they were not where they should have been at the time, but the message has changed today. P25 was created to be a suite of standards that would define the interfaces of future digital land mobile radio systems. Eight interfaces were intended to be open interfaces so components could be switched out from various manufacturers. As of six months ago, only one of the interfaces—the Common Air Interface (CAI)—was complete, but the remainder continued to be proprietary. Today, a fixed-station interface is complete and the inter-RF subsystem interface (ISSI) will be complete this week. These are key pieces of the P25 system model that will allow disparate components to be linked and allow roaming between systems. There will also be a basic interface for the console subsystem.

The approval of these four interfaces is having, and will have, a significant effect on public safety, with manufacturers building to the standards and public safety making requests for compliant equipment part of their Requests for Proposals (RFPs). Practitioners, the Association of Public-Safety Communications Officials–International (APCO), and others have made the importance of the next interfaces a priority. Work is still taking place on the new three interfaces that is expected to continue through January 2007.

The International Wireless Communication Expo (IWCE) was held in Las Vegas, Nevada, May 17-19, 2006. “IWCE has become much more focused on public safety with a half-day session focused on P25,” Mr. Orr said. “Manufacturers there said that public safety will have the ability to retrofit equipment to meet the newly approved interfaces.” In response to a question regarding whether salespeople educate the public safety buyer, Mr. Orr said public safety has to know how to ask the right questions about what their systems will or will not do.

The P25 Assessment Program is a compliance program that seeks to assure that P25 equipment actually has open standards as claimed by the manufacturer. SAFECOM and G&T will tie grant funds to compliance with the P25 Assessment Program. The manufacturers will pay for the product testing. The program should be up and running by December 2006 and will become a certification program over the long term.

NIST has been SAFECOM’s technical partner on the SoR Version 1.1, which is focused on the functional requirements of public safety. The next step is to create technical requirements based on functional requirements for which manufacturers can build. The first set of technical requirements focuses on the technical parameters that define the quality of service for mission-critical voice and acceptable quality for tactical and surveillance video.
Project Case Studies

- **Moderator:** William Romesburg, Law Enforcement Information Technology Specialist, SEARCH
- **Steve Proctor,** Executive Director, Utah Communications Agency Network
- **Jesse Cooper,** Communications Manager, Phoenix Police Department, Arizona
- **Tom Sorley,** Manager, Orange County Public Safety Communications, Florida

William Romesburg, Law Enforcement IT Specialist with SEARCH, moderated a panel discussion focusing on the various elements of managing an interoperability project. Steve Proctor, Executive Director, Utah Communications Agency Network (UCAN); Jesse Cooper, Communications Manager, Phoenix (Arizona) Police Department; and Tom Sorley, Manager, Orange County (Florida) Public Safety Communications, each provided brief snapshots of their projects and answered questions on lessons learned.

**UCAN: Background**

The UCAN project began with a $180,000 task force study initiated by the governor 13 years ago. UCAN developed a self-governed, regional trunked network, with 15,000 users that initially covered about eight counties (now up to 15). UCAN was tested by the 2002 Olympics hosted by Salt Lake City; the system provided communications not only for all of public safety, but also for all of the Games’ functions. The quick turnaround imposed by the need to develop a system by the time the Olympics were held was critical. The process of developing the system went through two sessions of the Utah Legislature, which formally adopted legislation to formulate UCAN. The system uses about 200 of the NPSPAC (National Public Safety Planning Advisory Committee) channels and 419 repeaters over 58 sites, and processes 250,000 calls every 24 hours.

**Phoenix and Mesa, Arizona: Background**

The cities of Phoenix and Mesa in Maricopa County entered into an agreement in the 1990s to design and build a joint communications system. An intergovernmental agreement (IGA) was formalized in August 2003. They issued an RFP in the late 1990s and decided on an APCO P25 800 MHz system. The system supports 34 sites, 121 channels, and covers 2,000 square miles. Going from a VHF simplex to a digital encrypted 800 system has been well received. Within the U.S. DOJ 25 Cities project, PSAPs (Public-safety Answering Points) around Maricopa County tied together disparate radio systems through the use of RF control stations, which were well tested in April 2006 during an immigration march with over 100,000 people taking to the streets. The project has received a COPS grant to add the City of Tempe and Town of Apache Junction to the system and is currently in the planning stages of requirements gathering and documentation at this time. They also have a DHS demonstration project that will overlay a VHF trunked system with the cities to tie in Federal partners in the area.
Orange County Region, Florida: Background

Orange County received a COPS grant three years ago to build out a set of five mutual aid channels in nine counties in one region in the State of Florida. When the City of Orlando and the region received the opportunity to apply for the grant, they were expected to meet a rapid turnaround. The county was able to respond quickly because of its involvement in the Regional Domestic Security Task Force (RDSTF), a multidiscipline task force in nine regions across the state created after 9/11. That structure allowed the state to pull together the technical and finance staff from nine counties in two days to decide upon goals and achieve them. The task force decided not to use gateways because there were not many overlapping coverage areas in the region, which gateways require. Instead, they determined to build out mutual aid channels to supply infrastructure for the region. The initiative focused on training and standardization. Since inception of the project, they have applied the model from the first region and, with the help of DHS funds, are applying that model for all bands across the state for mutual aid.

Project Governance

UCAN: The ongoing governance board consists of five members of state government appointed by the governor (one of whom is the state treasurer), and 10 members of local government, who are elected by the membership from local government representatives. The group makes decisions, sets rates, and determines expansion and needs in a forum where all on the system—120 agencies—have a voice. “We pay for the privilege of governing ourselves,” Mr. Proctor said. Five positions on UCAN’s board are mandated by law: The four directors of the state departments that use public safety communications and the state treasurer. For the remainder of the positions, UCAN wanted people from the management level with experience in budgets, projections, and the business of public safety operations. These include fire chiefs, sheriffs, paramedics, and a Department of Transportation representative, all whom understand the process of management decisions and operational issues. Users pay a network fee, but user agencies maintain their own subscriber equipment. The governance structure relies on an attorney, financial advisor, financial projectionist, and bond attorney. The state treasurer handles any surplus funds to be invested. UCAN maintains all infrastructure as part of the agreement.

Phoenix/Mesa: The system was designed and implemented before a governance system was really organized. It began with informal discussions about the need for a system in both cities. The voters provided bond funding. “What we didn’t realize would happen was that even prior to implementation, many agencies came to the table looking to join the system,” Mr. Cooper said, “but we didn’t have a governance system to implement that expansion. We’re still struggling with that.” Cities need to determine who sits at the table and who authorizes financial decisions. When upgrades are needed, how are cities in the region that can’t afford that growth included? Going backwards and putting governance in place after the fact has been very difficult.

Orange County Region: Governance on this project was accomplished on the financial side of the house, flowing from the RDSTF structure. Each member county controls its own infrastructure. Therefore, after the installation, there is basically no governance
structure. This was intentionally done to ensure buy-in to the project and to avoid the appearance of dictating usage to other counties when the project was initiated.

**Programming Radios**

**UCAN** user agencies can program radios after receiving an approved template that includes the system interoperability channels. **Phoenix/Mesa** do the programming for all users and also assign common interoperability channels. **Orange County** allows the agencies to program their own subscriber radios and is grappling with the problem of a lack of common nomenclature. Names for talk groups are often assigned based upon the agencies’ own needs, but in a mutual aid situation, talk group/channel identification needs to include the agency name. The region is going back to retrofit radios to assign common channel names.

**Maintaining Quality of Service Across all Jurisdictions**

**UCAN** tries to maintain a 5 percent air rate of access for channels, but experiences about a 1 percent busy rate. If there are problems, they immediately investigate by adding another channel or offloading a talk group to other sites. The system is maintained 24/7. **Phoenix/Mesa** maintain a 2 percent rate of service, and ask future partners to maintain that rate of service. With 10,000 users, they do not have busies and they do not want to lose that level as they expand. **Orange County** does not have a defined rate of service. The region has 20,000 users and if they have a busy, they investigate. They tightly controls the talk group creation process, which they find is more critical than the number of subscribers.

Discussion ensued regarding volunteer fire departments that cannot afford radios. A few counties in Utah have offered to pay for them and UCAN has offered volunteer fire departments access at half the normal rate because they’re on the system half the time. Florida does not have volunteer fire departments but does experience a similar problem with very small police departments that can’t upgrade or buy equipment. Florida levies a $12.50 surcharge on traffic tickets that can be used for intergovernmental radio systems.

**Needs Analysis**

**UCAN**: The needs analysis conducted for the Olympics component was a secondary operation because the Olympics Organizing Committee (OOC) came to UCAN after they’d completed an initial needs analysis. UCAN performed an additional needs analysis to support 6,000 more radios in 42 venues over several hundred square miles after the OOC approached them.

**Phoenix/Mesa**: When the system RFP was issued, the cities had objectives and expected requirements, but today they are discovering that some needs have changed. The needs of police, fire, and EMS differ. They learned the need to be flexible and to compromise.

**Orange County Region**: The concept for the grant process was simpler because the region was providing mutual aid levels of coverage, not developing primary interoperable communication systems. The needs analysis focused on the level of coverage needed.
The project team knew that four 800 MHz channels were available, with one county using VHF, which would require building out 800 MHz coverage for them. The project team developed a package with scenarios and a basic “Interoperability 101” presentation to convince non-technical RDSTF people of the need.

**Project Management**

**UCAN:** The UCAN project team took a risk. As the legislative process to formulate UCAN was unfolding in the State Legislature, the project team was already writing the RFP. The project plan envisioned a base of users with 30 percent growth. The initial cost per unit was $50 a month; now it’s down to $22.50; the team projected 30 percent growth of the system, but it has been 50 percent. Mr. Proctor was the single project manager, which was a full-time-plus job. The key attribute of a successful project manager is an ability to take criticism and to keep your eye on the horizon, that is, the overall vision, he said. As they created a contract with the vendor, UCAN hired someone with experience in multiagency systems to review the contract. As the system is built out, contingencies will arise requiring compromise. UCAN has also asked the vendor to present to the UCAN Board when an issue that requires compromise occurs.

**Phoenix/Mesa:** Mr. Cooper said it was key to hold vendors accountable, to not to allow them to drive the project, and to meet the needs of subscribers. The site had a dedicated project manager and lead representatives from each of the agencies who could commit resources for their particular agency. Regarding the contract with the vendor, Mr. Cooper said they probably should have spent more time nailing down specifics, not “dealing with that later” issue resolution, and who pays for the time to resolve those details—the agency or the vendor.

**Orange County Region:** Mr. Sorley was the overall manager of the regional project plan, with a manager designated for each of nine counties. All the project managers had full-time jobs, with no clerical or consulting support built into the plan, which is a big problem. Managers need persistence to keep people on track when they cannot fit the time or ability to move things through their bureaucracies into their full-time jobs. The agreement with the vendor eventually chosen did not actually include a contract, but was accomplished by a purchase agreement that included language requiring compliance with all elements of the RFP.

**Performance Measurement**

UCAN’s defined performance measure was 95 percent portable coverage, on the hip, inside the major buildings constructed at the time the system was complete. Performance met the defined specifications. Phoenix/Mesa asked for 95 percent portable coverage throughout the cities and performed quarter-mile testing in a grid in high rises, residences, etc. The TIC Plan exercise will certainly demonstrate how they have done, Mr. Cooper said. Orange County is conducting coverage testing right now, but is not implementing a whole new system. Operational staff need to be part of this evaluation, Mr. Sorley said. “In recent weeks, Florida has suffered wildfires and it is helping us develop good documentation from the user’s perspective on how and if it works. The users don’t need coverage percentages; they need to know what button to push.”
Luncheon Keynote


Robert Gurss, Director of Legal and Government Affairs for APCO and a telecommunications attorney, delivered the luncheon keynote and discussed the current regulatory aspects of interoperability. Ideally regulation should promote interoperability, Mr. Gurss said, but that hasn’t always been the case, as has been exemplified by previous FCC spectrum allocations to public safety. Public safety communications were neglected at the FCC prior to 9/11, but following that event and Hurricane Katrina, that attitude is changing as Washington, D.C., has become increasingly aware of the importance of public safety telecommunications interoperability.

One of the most important regulatory issues the FCC has addressed in recent times has been the allocation of 700 MHz that will be transferred from television broadcasters to public safety. Spectrum allocation and management are the primary issues affecting public safety that are handled by the FCC. Several months ago, FCC Chairman Kevin Martin announced that he was creating a separate bureau focused on homeland security, raising the importance of the issue within the Commission.

One of the most important regulatory issues the FCC has addressed in recent times has been the allocation of 700 MHz spectrum that will be transferred from television broadcasters to public safety, an effort with an almost 10-year history. The FCC allocation of 24 MHz of spectrum will double the public safety allocation. The additional spectrum will be available in January 2009, the date certain by which broadcasters must vacate that portion of the spectrum.

Currently, the spectrum is allocated for narrowband, 12.5 kHz voice and wideband data up to 150 kHz in channel width. Portions have been set aside for statewide licenses, while others will go to the regional planning process administered by the 55 Regional Planning Committees (RPCs) in the country. These regions generally follow state lines, although Texas has six regions and California has two. Once the regional plans are complete, other entities will be able to access those frequencies.

Why is this 700 MHz spectrum allocation important for interoperability? While it does not solve the interoperability problem, it does provide more needed spectrum. Additionally, this spectrum is adjacent to 800 MHz systems and will be interoperable with that spectrum and will provide the capacity to expand those 800 MHz systems. The FCC has also dedicated interoperability channels within that 700 MHz band that will have to be Project 25-compliant.

Broadband issues are being raised in 700 MHz, including the question of exploring whether some of the current wideband channels should be reallocated to facilitate 1.25 MHz channels in that spectrum. This raises associated issues about whether there should be data interoperability, as well as issues of interference and standards. Even if the FCC
does allow broadband within that band, this spectrum will not be enough for public safety’s broadband needs. There is an additional 30 MHz available in that band, also currently dedicated to television stations, that would help to answer that need. This spectrum is slated for FCC auction. The Cyren Call proposal (see Page 7) identifies that to-be-auctioned spectrum as the spectrum that should go into a public safety trust. This trust would be managed by spectrum managers and would be leased to commercial entities, which would be required to meet public safety needs and prioritize public safety’s use of that spectrum. The projected $6 billion that the spectrum auction would provide have to be addressed.

Narrowbanding and 800 MHz rebanding are two issues that will affect all public safety agencies. Rebanding—the FCC-mandated effort to move Nextel’s presence from the public safety bands in 800—is underway, managed by the Transition Administrator (TA). Nextel is paying for this rebanding effort. The planning process has bogged down a bit because agencies need to negotiate planning funding in order to take the next step of actually negotiating the rebanding with Nextel. Accomplishing the rebanding without undermining the interoperability that already exists in areas using 800 MHz is very complex.

Narrowbanding below 512 MHz, also referred to as spectrum refarming, is an FCC requirement that will require transitioning from 25 kHz channels to 12.5 kHz channels by 2013. Fortunately most equipment sold today has been built to accommodate the new requirements.

APCO, the NPSTC, the IACP, the International Association of Fire Chiefs (IAFC), and others have worked hard on the same goal to proactively ensure that regulatory activities enhance interoperability and public safety telecommunications.

Mr. Gurss responded to questions from the summit participants. Questions and answers included the following:

- Regarding the prognosis for a successful treaty completion with Mexico on border issues: There is a growing concern regarding 700 and 800 MHz rebanding on the Mexican border, and on the Canadian border regarding 800 MHz rebanding. This is a State Department issue that is being pursued.

- Regarding narrowbanding, and whether or not an agency’s data system is affected: Yes, there is an equivalency rule that allows the continued use of 25 kHz channels.

- Regarding the question of whether a state can operate on 700 MHz without a state plan: Yes, there are two ways to get a 700 MHz license—by operating on a state license or on geographic licenses that don’t require licensing sites.

- Regarding the “buzz” on a MissionCritical article stating that the TA has cost $29 million so far in the rebanding effort: The TA’s job is huge and they are making a lot of money. It is also true that money hasn’t been flowing to public safety. Hopefully the fast track option will save some of those planning and money
approval struggles. The total cost of the entire rebanding was projected at $2.5 billion.

- Regarding the rebanding and how to switch NPSPAC channels within the four waves: The TA is flexible enough to understand they have to make adjustments to preserve interoperability. If an agency can’t come to agreement with the TA, there would be a mediation process and the FCC would ultimately decide, but that hasn’t happened yet.

**Focus Group Discussions**

Following lunch, summit participants split into five different focus groups to discuss the various stages of an interoperable communications project. SEARCH staff facilitated each of the sessions. Through roundtable discussion, summit participants developed problem statements, lessons learned, recommendations, and resources needed surrounding five areas of managing an interoperability project:

- Establishing Governance Structures and Agreements
- Analyzing and Documenting Operational Needs
- Project Planning and Management
- Procurement, Contracting, and Vendor Management
- Implementation, Operations, and Performance Measurement.

On the following morning, summit attendees separated into five new focus groups to review the work of the previous groups and expand on the original input. Late Thursday morning, the focus groups reported their findings at the final plenary session.
Thursday, May 25, 2006

Group A: Establishing Governance Structures and Agreements

- Reporting Out: Steve Webb, Los Angeles County Sheriff’s Department, California
- Facilitator: Kelly J. Harris, Deputy Executive Director, SEARCH

Governance establishes a decisionmaking structure for projects that provides leadership and accountability, defines the business of the agency, analyzes technical environments, policies and solutions, and effectively manages projects, says the COPS Law Enforcement Tech Guide. It is necessary to ensure that there is a well-defined decisionmaking structure with clear responsibilities and authority, that the structure is officially sanctioned, and that it involves users to address problems.

Projects require structure and disciplined rules if they are to be successful. The decisionmaking structure defines the project’s “chain of command,” documenting the roles and responsibilities of the various people responsible for project actions.

Why is governance critical to the success of the effort? The consensus of the focus groups: Nothing else works without it. Good governance avoids problems in the future; achieves buy-in from your stakeholders; establishes responsibility, authority, and accountability; legitimizes actions; and allows the group to maintain a strategic vision. Over the long term, after the grant or project initiation is over, governance provides continuity, direction, and stability, and can open the door for other projects and future grant funding. Assembling multiple partners in a formal, structured group decreases duplication of efforts and allows agencies to leverage their needs and the resources of the partners.

“Formal” and “structured” are important elements of a governance structure. An ad hoc structure guarantees failure. Governance requires documented authority, structure and procedures, bylaws, a charter, and defined roles. There can be complex legal issues when operating as an ad hoc group that makes decisions with financial implications.

“Governance becomes extremely important when you start talking about money. We can all agree we need technology, but the rubber hits the road when you talk about sharing assets and someone’s got to write a check.”

“It’s the focal point for collaboration and cooperation; if there’s clear direction and cooperation at the higher level, turf issues disappear at the lower level.”

“You need the continued engagement of your executives to avoid busy leaders delegating participants without power to attend as a project goes on. The
decisionmaking gets watered down. To avoid this, governance structures need bylaws regarding who can vote.”

What are the challenges with governance? The challenges are myriad; in particular, finding a balance between unequal partners, dealing with the realities of unequal financial contributions and levels of power and decisionmaking, and deciding how to balance voting based on contribution or presence.

In the best case scenario:

“It gives all stakeholders—not just the larger groups—a voice at the table”; however, “It’s a real problem when one agency perceives they lead the effort, tells everyone else what to do, and calls that governance.”

There are various solutions to the problems of partners with unequal “weight”:

“In Rochester County, it’s one agency/one vote. One agency has 750 sworn, one has five. If the smaller agencies did not have an equal vote, they might not come to the table. This has worked since 1974.”

“The needs of fire service and law enforcement differ. In our county, there were 19 fire agencies and six police agencies. One agency/one vote might work in some areas, but not at all in others.”

“In Los Angeles, there are 52 local law enforcement agencies, 35 fire districts, plus other public safety representatives including representatives of the police chiefs of the 88 cities in the county, Federal, and health department representatives, but there are only 9 voting members on the governing board. The voting members are based on size, resource, and usage. Size matters, but representation for all agencies matters as well. Through a representative, they have a voice based on a sliding scale.”

Educating and engaging elected officials and/or decisionmakers and keeping them involved is another challenge. Develop an outreach communications plan to engage elected officials. Structured communications—one-pagers, presentations, etc.—that convey a consistent message and that are attributed to the governing group both educate and create public and political interest in projects.

Time and competing structures are a challenge; there are often too many initiatives that require similar governance structures and too many meetings that are often attended by many of the same people. Also issues: Keeping participants engaged over time and handling the turnover of personnel before the initiative is complete. Projects of this size often benefit from a “champion,” or outspoken leader who has the political clout to get things accomplished. It can be a challenge to find a second champion when the first one leaves or is voted out.

“You need to institutionalize the role or create a statute to ensure the initiative does not break down when key leaders retire or otherwise leave and new leaders take over.”
The “human factor” is a challenge in developing and maintaining a governance group. Interagency and intra-agency dynamics can get in the way of the big picture of interoperable communications. Governance offers a method for seeing beyond the individual agency, and breaking down regional and discipline and funding barriers.

“The reality of these broad-based initiatives is individual, participating agencies must look beyond their own organizations. Interagency dynamics is a challenge based on the natural differences in our missions, funding, and political leaders, but we have a common challenge that we’re working on.”

As part of the formal structure, it is important to spell out the process for stakeholders to bring problems to the board.

“When you develop your governance structure and procedures, develop a formal process that people can access to get their voice heard and the documentation that indicates that their voice was heard.”

Based on the discussions of the breakout groups over two days, the following problems or challenges, lessons learned/best practices, recommendations, and resources required should be considered when establishing governance structures and agreements:

<table>
<thead>
<tr>
<th>Problems/Challenges</th>
</tr>
</thead>
<tbody>
<tr>
<td>The ability for all stakeholders to have equal representation and access to decisionmaking process.</td>
</tr>
<tr>
<td>Engaging decisionmakers (at various levels and organizations) and garnering their support, education, and buy-in.</td>
</tr>
<tr>
<td>Inter- and intra-agency dynamics.</td>
</tr>
<tr>
<td>— How to look at the big picture of communications.</td>
</tr>
<tr>
<td>— Looking beyond individual agencies for the common good.</td>
</tr>
<tr>
<td>— Dealing with natural barriers that result due to regionalization, as well as different disciplines that have differing missions, goals, objectives, and funding streams (e.g., police and fire).</td>
</tr>
<tr>
<td>Operating in an ad hoc fashion.</td>
</tr>
</tbody>
</table>

<table>
<thead>
<tr>
<th>Lessons Learned/Best Practices</th>
</tr>
</thead>
<tbody>
<tr>
<td>Creating balance for a fair fight.</td>
</tr>
<tr>
<td>— One agency/ one vote.</td>
</tr>
<tr>
<td>— Voting based on sliding scale (land mass, population, contribution).</td>
</tr>
<tr>
<td>Lowest-level person in each organization who has or is given the authority to vote participates on the active governance structure.</td>
</tr>
<tr>
<td>Less is more in terms of representation; make sure all of the stakeholders who are within project “scope” are represented, but avoid big groups where little can get accomplished.</td>
</tr>
<tr>
<td>Allow a call for a second vote when there is disagreement or failure to reach unanimous consensus.</td>
</tr>
<tr>
<td>Establish an executive board to the governance structure.</td>
</tr>
</tbody>
</table>
Create a charter. This imbues legitimacy; it has to be agreed upon by all; it defines roles, the project, decisions, and responsibilities; and it establishes rules of engagement. It could include a commitment of resources.

Create an organizational structure and clearly define roles.

Create a document that formalizes the group that is appropriate for the particular group (e.g., a memorandum of understanding at the local level, an executive order at the state level).

Provide project management and administrative support to the governance group.

Create a common message, such as through “one pagers,” presentations, etc., to convey common messages across the state. Message must be attributed to the group, not one board member.

Create a mechanism to offer structured communications about the initiative to a variety of audiences at differing levels of detail.

Identify a champion to spearhead the initiative, particularly with high-level decisionmakers and funders.

Recommendations

Challenge #1: Representation and access to decisionmaking.

- Make sure the governance structure is driven by the mission of the initiative; in other words, those who participate or are affected by the initiative should have representation in the governance structure.
- Develop a formal and publicized process for stakeholders to bring issues, ideas, needs, etc. to the governing board.
- Establish open communications (websites, newsletters, city council) and a communications plan that articulates the types of communications that will be provided to different audiences.
- Consider using advisory groups as another avenue for garnering stakeholder involvement. While these would not be voting groups, they would have input into the decisionmaking process on key issues.

Challenge #2: Engaging decisionmakers.

- Develop outreach/communications plan to engage elected officials.
- Decisionmakers will provide executive oversight for the governance structure, though they won't be engaged in the day-to-day business of developing plans and policies for the initiative.
- Develop a constant and consistent message.

Challenge #3: Inter- and intra-discipline dynamics.

- Develop and agree upon a common objective, developed by the group prior to initiative kick off.
- Educate decisionmakers and those who will be appointing individuals to serve on the governance structure about the roles and responsibilities of representatives they appoint. In particular, decisionmakers should direct their appointees to look at this as an effort beyond the individual agencies' borders and to work toward the good of the whole.

Challenge #4: Ad hoc operations.

- Avoid ad hoc operations by developing the written documentation already mentioned: the group’s formal charter, roles, responsibilities, and commitment to the initiative.
- Appropriate and documented authority, structure, and procedures. Documentation, procedures, bylaws, charter, roles defined.
<table>
<thead>
<tr>
<th>Resources Needed</th>
</tr>
</thead>
<tbody>
<tr>
<td>☐ Dedicate staff (administrative, project management, technical, training).</td>
</tr>
<tr>
<td>☐ Fund project management activities.</td>
</tr>
<tr>
<td>☐ Make documentation available.</td>
</tr>
<tr>
<td>☐ Consider involving external stakeholders, such as legal and finance.</td>
</tr>
<tr>
<td>☐ Governance for dummies/training.</td>
</tr>
<tr>
<td>☐ Help develop justification for funding, i.e., the business case so that governance structures have a tool to argue for continued funding from their jurisdiction.</td>
</tr>
<tr>
<td>☐ Share models from other jurisdictions.</td>
</tr>
<tr>
<td>☐ Create grant guidance/requirements regarding governance structures.</td>
</tr>
<tr>
<td>☐ Technical and operational subcommittees are key to getting the actual work done.</td>
</tr>
</tbody>
</table>
Group B: Analyzing and Documenting Operational Needs

Reporting Out: Captain Marlyn Dietz, Wilmington Police Department, Delaware

According to the COPS Law Enforcement Tech Guide for Communications Interoperability, A Guide for Interagency Communications Projects, a needs analysis is the organized process of collecting information on what’s happening today, the technological environment in which it happens, supported and unsupported needs, and generally what’s required of an interoperable system. Since communications interoperability is achieved through a system of systems—both technological and operational—needs are many and varied. Project success pivots on meeting well-understood and defined needs. Needs analysis feeds acquisition, implementation, maintenance, and most other system development efforts.

As the two focus groups reviewed challenges regarding the documentation and analysis of operational needs, several themes were echoed in discussion.

Needs analysis must focus on the operational requirements of end users. Interoperability needs have been defined in technical terms, not operational ones. There was consensus that technical solutions are often sold to agencies before the needs are defined. One participant noted that the technology department thinks they’re the customer rather than the user. The user determines whether the project succeeds or fails based on whether they use it or not.

“Are we analyzing the needs from the same platform? We frame the discussion of interoperability in terms of equipment versus the need to talk to each other; that’s why we get solutions like we need a trunked radio system rather than addressing how we use command and control systems to make talking to one another easier.”

“You don’t want a million-dollar solution to a hundred-dollar problem. What’s the total cost of that operational need and what’s the real functional value of the solution?”

“Too many groups have jumped on technical solutions to interoperability with no understanding at all of what they’re trying to accomplish. They spend thousands on devices that they may not understand and can create a worse problem than the one they are trying to fix.”

Communication is a function of operations, not the other way around. Failure to understand that leads to problems with understanding, prioritizing, and communicating needs. Use end-user scenario statements to describe operational needs.

“Communication is a tool that we use to exercise command and control over an event. What we have to do first is decide what elements of command and control we need to address when we bring different agencies together. How do they work together, who’s in charge, who needs to talk to one another, and how does information flow up and down?”
“Operational needs are getting something from point A to point B; then you develop a process to achieve those needs.” And, “Operational commanders need to define operational needs; techies need to define solutions to the operational needs.”

The focus groups suggested basing need statements on Incident Command System (ICS) incident action planning and management principles.

“ICS and NIMS structures were not successfully employed in New Orleans and, as a result, all the action was reactionary. In Katrina, we had about 30,000 first responders staging out of Baton Rouge, all with radios, but no one was controlling who was talking to anyone else. There was no structure to allow all these Urban Search & Rescue (US&R) teams to interoperate.”

“The UASI-required plan provided us an excellent template that we used to create a plan that we tested yesterday, and that worked.”

Also noted regarding needs requirements: Clearly identify the differences between needs and wants when performing the needs assessment.

“We had 19 agencies who all wanted lots of things. We did our needs assessment in an open setting, which created a totally different dynamic as the peers judged the list of individual needs in a more professional manner, resolving ‘needs’ versus what were clearly ‘wants.’”

“Prioritize needs. User groups in the field can help define needs as the project unfolds by saying, ‘We’d like to have x, y, or z, but it’s not a high priority.’”

Agencies Need Help

The Interoperable Communications Technical Assistance Program (ICTAP) provides technical assistance to the Urban Area Strategic Initiative (UASI) sites and other recipients of homeland security grants.

The Law Enforcement Tech Guide and companion Interoperability Tech Guide provide good guidance and specific suggestions on the process.

The SAFECOM Program has several lessons-learned publications on interoperability, including one on RapidCom and one on the Statewide Communications Interoperability Planning (SCIP) Methodology.

Agencies are looking for help. There were several suggestions that tools and/or a clearinghouse to walk agencies through the process are needed. Some participants said there is a lack of templates for projects or informed guidance for departments talking to vendors.

“We do a strategic plan every year and every one of those plans is based on the successful strategic plans of other agencies throughout the country. Can’t we find successful interoperability projects where police and fire are actually talking to each other and put them on a clearinghouse on the web for other agencies to review?”
As with all projects, funding is always an issue. One of the questions discussed was whether funding controls the need or if the need controls funding. The consensus was that funding defines solutions, not the needs.

Comments ranged from, “Never start a project unless you’ve got full funding for the project,” to “In the past, we have suffered from the problem of the grant-funded piece of equipment that doesn’t come with associated funding for planning and training support.”

Also noted regarding funding: “A lot of people have bought technology that they thought would take them out 15 years, but in reality, the vendors have shortened the life cycles. It’s not feasible to spend $30 million for a system and then have to go back to the local government in five years and ask for an upgrade.”

Based on the discussions of the two breakout groups, the following problems, lessons learned/best practices, recommendations, and resources required should be considered when analyzing and documenting operational needs:

<table>
<thead>
<tr>
<th>Problems</th>
</tr>
</thead>
<tbody>
<tr>
<td>Communications is a function of operations, not the other way around. Failure to understand that leads to problems with understanding, prioritizing, and communicating needs.</td>
</tr>
<tr>
<td>Technical solutions are often sold to agencies before needs are defined. Vendors distort them.</td>
</tr>
<tr>
<td>The goal of interoperability is ill-defined and “situationally” determined, making needs analysis difficult. There are varying needs across jurisdictions and disciplines, requiring compromise on needs.</td>
</tr>
<tr>
<td>Interoperability needs have been defined in technical terms, not operational ones.</td>
</tr>
</tbody>
</table>

<table>
<thead>
<tr>
<th>Lessons Learned</th>
</tr>
</thead>
<tbody>
<tr>
<td>Use operational commanders to identify operational needs.</td>
</tr>
<tr>
<td>Command staff often don’t understand end-user requirements.</td>
</tr>
<tr>
<td>A “marketing” plan sets a strategy for needs and documents priorities.</td>
</tr>
<tr>
<td>We can be blinded by the past through tunnel vision or seeing current needs through past solutions.</td>
</tr>
<tr>
<td>How we do it on the little ones (incidents) determines how we perform on the big ones.</td>
</tr>
</tbody>
</table>

<table>
<thead>
<tr>
<th>Best Practices</th>
</tr>
</thead>
<tbody>
<tr>
<td>Use Incident Command System incident action planning and management principles in needs statements.</td>
</tr>
<tr>
<td>Use end-user scenario statements to describe operational needs.</td>
</tr>
<tr>
<td>Use a “marketing” plan to obtain funding.</td>
</tr>
<tr>
<td>Consider alternatives and alternative means of presenting needs.</td>
</tr>
<tr>
<td>Train, exercise, and perform on a daily basis as we would on the big one.</td>
</tr>
<tr>
<td>Recommendations</td>
</tr>
<tr>
<td>------------------</td>
</tr>
<tr>
<td>- Provide funding that can be used for front-end and continuing needs analysis.</td>
</tr>
<tr>
<td>- Fund projects based upon a showing of documented operational needs.</td>
</tr>
<tr>
<td>- Create a portal with tools for understanding and documenting needs, utilizing an online, web-based, “Turbo Tax” approach. Create a portal that shows how other agencies have met needs, helping others to further understand their own needs.</td>
</tr>
<tr>
<td>- Don’t let vendors define your operational needs; do it yourself.</td>
</tr>
</tbody>
</table>
Group C: Project Planning and Management

- Reporting Out: Steve Proctor, Executive Director, Utah Communications Agency Network

A project plan is a dynamic process that results in a document that guides the entire project design, procurement, implementation, and future enhancements, according to the Law Enforcement Tech Guide. It articulates each of the deliverables, the procedures and resources needed to produce them, and the quality measures they must meet to be accepted. This document can grow and change during the project’s lifecycle.

The project plan is the roadmap guiding continued project planning, procurement, implementation, and management. It contains the specifics of how to get the job done. It is a disciplined effort to produce decisions and actions. The resulting plan will catalog the decisions about what to do, and when, why, and how to do it. A thorough project plan also assists in managing user expectations by detailing exactly what will be accomplished, how and when, and by whom.

One of the problems with project management arises when there isn’t dedicated staff or staff time to devote to the project. The project leader has to be committed and have the authority to get things done. A project manager is the “jack of all trades,” with myriad responsibilities.

“It’s very challenging when staff have to fit the project into their regular duties. There’s a lack of clerical and administrative staff to assist.”

“The project manager needs to manage the executive committee, manage the political issues, manage the technical group, the user group, the vendor relations, lead the needs analysis, orchestrate the implementation, and manage the training, all the while dealing with legal and financial issues.”

In a multi-agency project, a project manager who is biased is a problem. The project manager should be agnostic, unbiased, not associated with a vendor, and, in a multidisciplinary project, cannot be aligned with one group. In multi-agency projects, there are complicated procurement and approval processes. Establish realistic timelines, taking into consideration bureaucratic approvals and the procurement process.

“Our project involves distributing grant funds for radio systems to 24 other agencies, all who have to go through a process of acceptance and approval. The bureaucracy makes for a very cumbersome process.”

It is important to develop a clear project definition, to determine how the project will fit into the overall work or with other projects, and to clarify the roles of participants. There should be a clear consensus as to what is to be accomplished including the vision, agreements, direction, focus, and project definition. Any lack of political support or “champions” is an issue.
“If the County Council doesn’t believe in it, it’s not going to happen.”

“I don’t think we in public safety, local government, and communications have done a good job of defining what the interoperability problem is and, therefore, it’s not a compelling issue for our politicians. The examples we use like 9/11 or Katrina are powerful examples, but they are not illustrative of how often we need to be interoperable. There absolutely is a need for interoperable communications during catastrophic events. There is also a need for interoperability during everyday communications. Every day, thousands of times a day, all across the country, we dispatch fire, police, and emergency medical services to the same emergency incidents. They’re going on the same calls and they often cannot talk to each other. We need to articulate that to our politicians.”

One of the first aspects of project planning and management involves determining the scope of work including what will be contracted out and what will be done in-house. Avoiding scope creep—staying within the pre-established scope of a project—is difficult, as is staying within the budget. The scope of work should include complete lifecycle issues, including management, design, marketing, implementation, and post-project plans such as training, follow on, maintenance, and upgrades.

The planning and development process of the project should include a clear understanding by the technical staff of the operational environment, and always remembering the bottom line: The person in the field who uses the equipment.

“You need end-user involvement to understand needs from the beginning. We put IT in the patrol cars so they would get it.”

“Is there buy-in at the end of the day? Did what we accomplish matter to the user? Is the system used?”

“Remember who the system is designed for—the end user on the street and in the Com Center. The cop who wants the radio on the shoulder versus the fire fighter who wants it on the hip are important issues to resolve.”

There was consensus from both focus groups on the importance of clarity. Clearly define every aspect of the project. A recommendation echoed by every focus group for every aspect of an interoperability project: Get it in writing, including charters, contracts, and vendor expectations. Clearly define budget and ongoing costs. Clearly define the total cost of ownership.

There is often a lack of long-term planning and resource allocation for upgrades and maintenance built into projects. Political officials don’t always have a clear understanding or clear expectations regarding the life expectancy of the deliverable. Again, clearly define expectations and requirements in writing.

“Our project requirement document took a year to write, but clearly documented every aspect of our project.”
Budget for or hire a dedicated project manager/team. Get the best people for the project team, including all the necessary groups and/or disciplines in the plan: Users, technical, legal, and procurement people. Clearly document roles and responsibilities. The project management team should include at least two people who are aware of all elements of the project; this redundancy lessens risk. Include a conflict resolution plan. Include a change order process in the contract.

According to the *Law Enforcement Tech Guide*, a procedure for managing change throughout the life of the project is a critical factor in successful project planning and implementation. Things change. Scope will change. Timelines will be altered. Budgets will shift. But there must be a formal procedure for each alteration to any aspect to the project. This will ensure not only that the change is well researched and documented, but also that there are proper methods for approval and that all project participants are notified about the change and its impact on other parts of the project.

Clearly define the transition of ownership and when that occurs. Define future responsibilities and costs to both the vendor and end users regarding maintenance at the end of the project. Include a defined process to upgrade the system, including training on upgrades. Develop a clear operational, training, and re-training plan for users. Plan for different skills levels that may be required to run different and/or upgraded systems. Develop the means to sustain the initiative, including operational, technical, and training groups who report to an executive steering committee.

Based on the discussions over the two days, the focus groups identified the following problems, lessons learned/best practices, recommendations, and resources required that should be considered in project planning and management:

<table>
<thead>
<tr>
<th>Problems</th>
</tr>
</thead>
<tbody>
<tr>
<td>Lack of clear vision (goal, scope, time, and cost defined).</td>
</tr>
<tr>
<td>Lack of leadership (political, agency consensus, project champion, turnover).</td>
</tr>
<tr>
<td>Lack of skills (project management and staff).</td>
</tr>
<tr>
<td>Lack of funding (initial, sustainable, committed upfront; understanding of total cost of operation; funding timing, design, maintenance, implementation, training, replacement, upgrades).</td>
</tr>
</tbody>
</table>

<table>
<thead>
<tr>
<th>Lessons Learned</th>
</tr>
</thead>
<tbody>
<tr>
<td>Dedicated project manager (staff, resources, authority, stakeholder support).</td>
</tr>
<tr>
<td>Need for clear definitions (expectations in writing, limitations, scope).</td>
</tr>
<tr>
<td>Use available resources (grant guidance, SAFECOM, other agencies and users, vendors).</td>
</tr>
<tr>
<td>Follow the vision, short-, medium-, and long-term (timelines, scope, plan). Don’t get fascinated with a vendor.</td>
</tr>
</tbody>
</table>
### Recommendations

- Clearly defined project (budget, team, funding for project management and support team, vendor relations, expectations in writing, conflict resolution, change order process).
- Manage vendors (contracts/resources).
- User involvement (feedback, input, training, and testing).
- Detailed/methodical fiscal management from beginning to end.

### Resources

- Staffing/leadership.
- Sustainability (cost maintenance, user groups, upgrades, training, consensus, governance, management process, reporting, financial support, closeout, timing).
- Supplementary support services (legal, technical, consulting, administration).
Once needs are defined and the initial project plan is created, including design and functional specifications, the process of actual procurement or system acquisition begins. Procurement is governed by many rules that must be adhered to as a condition of being a governmental agency. Those rules generally dictate how the procurement must be conducted, although there is normally a good deal of agency discretion with regard to creating the requirements and evaluating the vendors’ proposals.

Interoperability projects often require lots of detailed design and engineering, according to the COPS Interoperability Tech Guide, and multi-agency efforts add layers of complexity through a complex interaction of needs, financial abilities, and procurement rules. The Guide notes the vital importance of a process to define, design, specify, and buy the system. A well-defined process controls the project and the vendor, and breaks down the project into manageable, well-understood pieces.

For most agencies, the contract negotiation process is the most difficult and foreign project task. It’s particularly foreboding because the agency is at an immediate disadvantage—the project manager is probably not an attorney and may never have negotiated a contract, while the vendor will assign one or more attorneys who negotiate contracts for a living. The Interoperability Tech Guide describes the basic process and elements of a well-crafted vendor contract, details the actual documents that should be included, and provides advice for securing the most advantageous language. The Interoperability Tech Guide strongly recommends that an agency get help from an attorney who is an expert in contract negotiations of this type.

As the two groups discussed challenges, there was widespread agreement that this is one of the most difficult tasks of developing an interoperability project. Defining the appropriate procurement strategy is extremely difficult. Preparing contracts is complex and difficult, and most agencies lack training and expertise in preparing contracts.

The process of procurement commonly begins with a Request for Proposals (RFP), Request for Information (RFI), or Request for Qualifications (RFQ). Writing a good RFP requires understanding and defining the problem, then translating it into a vision, and ultimately into requirements. Requirements should be defined in terms of performance and functionality and based on the users’ needs.

“If you haven’t written it down, you’re not going to get it!”

“In some cases, someone writes a grant and there is no carefully defined needs analysis done beforehand.”

When creating an RFP, detail is important, but be careful about what type of detail. When making a grant request, be generic about equipment requests. Don’t include a request for a specific vendor or specific vendor equipment, which would indicate the lack of competitive procurement to the granting agency.
One participant described a situation in which an agency required that the vendor cover so many unknowns that the price became prohibitive.

“During the requirements development of our project, the staff was inexperienced and wanted to make sure that every piece of the project was covered by grant funds. They added so many requirements to the project that RFP responses came in at least double the price of what they should have been. Don’t add unknowns or risky guarantees by the vendor that may be big ticket items and result in a higher bid response than necessary.”

Participants said that agencies need experienced help in writing RFPs and contracts, and an ability to share specifics to help agencies that are just starting.

“There should be a way to share information and actual sample contracts or RFPs that smart, experienced agencies have developed with other smaller agencies that could use the help. Is there a way to share the ‘gotchas’ regarding contract or RFP language? How can we leverage each other’s experiences?”

An immense number of details need to go into a Statement of Work (SOW). A SOW is the roadmap for projects and must include comprehensive descriptions of the roles and responsibilities of the vendor and the agency. Include information on how the agency will evaluate bids because it allows vendors to better understand how the agency will be evaluating their responses, and it compels agencies to plan ahead for how the evaluation will occur.

Following acceptance of a proposal, the difficult task of creating the contract and dealing with the vendors begins. Participants noted these caveats and suggestions:

“Figure out what your ‘hammer’ is—whether it be holdbacks or liquidated damages—and put it in your contract.”

“You’re not buying products, you’re buying people.”

“Remember—the person across the table is not an adversary, but they are there to make money for their company. You have to make your business decisions based on due diligence and legal analysis and what’s best for your agency.”

“Your department may have 65 people on a project, but the vendor has 65,000.”

“If you have two vendors with a large differential in price, check out a third vendor to learn if something is missing.”

References are important. Several participants asked how to determine if the vendor’s pricing is fair and reasonable. One way to handle this is by conducting peer references.
Call former vendor clients and ask what the quoted price was and what was the final cost of the project.

“In Southern California, one city was quoted a price of $500,000 for a particular project while three other cities located in that county were quoted $1.5 million each in response to the same project and the same RFP. It was based on what price they thought the market would bear in cities closer to Los Angeles.”

There are differing costs for the same products across the country. New York State runs an Office of General Services site at www.ogs.state.ny.us that provides the costs of a tremendous number of goods and services. New Mexico’s site www.sde.state.nm.us has information on State contracts and bid prices.

“We included a requirement in our contract that we could buy additional equipment for the next two years at the same price as we paid on acceptance occurred.”

Other suggestions included: Match timelines to milestones to payment schedules. Timelines should track the agency’s responsibilities as well as the vendor’s. Watch the contract language. Typical language might say, for example, that the vendor will respond to a problem within seven days, but it should say correct the problem within seven days. Another issue that might be included in the contract is deciding if the agency, vendor, or another contractor will be the integrator of the new technology. The contract needs to include information on warranties, maintenance, spare parts, and an acceptance test plan. With newer technology that is more difficult to implement or understand, include the costs of staff training and software upgrades on a regular basis.

Regarding the issue of sole sourcing and competitive procurement, it was noted that if an agency does choose to use a sole source, justification is necessary and the agency should get approval for sole sourcing from its grant advisor.

“A lot of our technology would require the original vendor to build on or upgrade the earlier technology or infrastructure. You could include the requirement in your contract to integrate the technology seamlessly with your current system. You’ll likely get one response but then you’ve satisfied your requirement for competitive procurement.”

On the issue of bid protests, a participant said: “We separated our teams and didn’t share any information between them. We had a technical evaluation team and a cost evaluation team and when we brought in the losing vendor to review the scoring sheets, we avoided conflict.”

Defining acceptance terms is important. Define these details up front. Acceptance begins the warranty period.

“Your vendor will say it’s as soon as you make productive use of it, basically as soon as people start using it, when it should be defined as ‘the passage of functional, performance, and reliability testing.’”
“I’ve always written in my documents that beneficial use does not constitute acceptance.”

Regarding the role of consultants and engineers, make sure the role of the consultant is carefully crafted and controlled. Create timeframes of the consultant’s responsibilities and make performance in the next phase of the project contingent on completion as the project unfolds. Evaluate whether or not you need a consultant and carefully define their role.

“We have a technical consultant working for us, an engineer who can confirm that, yes, this is a reasonable solution for you, or this will or will not work.”

Beware of red tape with the vendor and the agency. In-house attorneys and purchasing departments can make the process cumbersome. To avoid some of these issues, clearly define the scope of work and make sure the aspect controlled in-house is in order.

“In my project, it was as critical to have a strong clerical staff to support the project manager. We had nine counties for which we had to manage requisition forms, meeting minutes, and inventory.”

Based on the discussions of the two breakout groups, the following problems, lessons learned/best practices, recommendations, and resources required should be considered in procurement, contracting, and vendor management:

<table>
<thead>
<tr>
<th>Problems</th>
</tr>
</thead>
<tbody>
<tr>
<td>Creating a procurement strategy is complex and difficult.</td>
</tr>
<tr>
<td>Defining the appropriate procurement strategy is extremely difficult.</td>
</tr>
<tr>
<td>Contracts are vital tools in which agencies lack training and preparation expertise.</td>
</tr>
<tr>
<td>Contract development is a foreign process that carries extraordinary importance.</td>
</tr>
</tbody>
</table>

<table>
<thead>
<tr>
<th>Lessons Learned</th>
</tr>
</thead>
<tbody>
<tr>
<td>Consultants are useful with proper selection and careful oversight.</td>
</tr>
<tr>
<td>The most successful projects start with thoroughly defined requirements.</td>
</tr>
<tr>
<td>Acceptance test plans are vital and should be developed prior to contract signing.</td>
</tr>
<tr>
<td>A statement of work serves as the roadmap for projects and must include comprehensive descriptions of the roles and responsibilities of the vendor and the agency.</td>
</tr>
</tbody>
</table>

<table>
<thead>
<tr>
<th>Recommendations</th>
</tr>
</thead>
<tbody>
<tr>
<td>When using a consultant, be sure to fully control their role and consider the use of holdbacks (for the consultant).</td>
</tr>
<tr>
<td>Define your requirements as thoroughly as possible based upon an actual needs analysis.</td>
</tr>
<tr>
<td>Define acceptance as the completion of function, reliability, and performance tests.</td>
</tr>
<tr>
<td>If you don’t write it down, you won’t receive it!</td>
</tr>
</tbody>
</table>
## Resources

- The RFP and contracts obtained from vendor reference sites.
- Information obtained from your agency’s purchasing office and legal counsel.
System implementation is the process of installing, integrating, testing, and accepting procured technology, says the COPS Interoperability Tech Guide. Training users and support personnel is key to integrating technology into agency response procedures. As with all stages of a technology project of any kind, a formal implementation process provides all project participants, including vendors, a clear blueprint. Without a plan, there is a risk of failure or problems through miscommunications and divergent expectations.

As the participants discussed challenges, there was widespread agreement that, “Everything that goes wrong at this point began three steps back.” The advice repeated in both focus groups—get help up front. Prior planning pays off. Writing an implementation plan is worth the time it takes to develop. A number of participants said they referred to them all the time. One of the biggest problems with implementation circles back to the beginning of the project: Requirements are not properly defined, creating a conflict between what the agency thought they were getting and what was delivered. Lack of stakeholder involvement in the implementation process creates user rejection of the new system. Define your business requirements and processes. User involvement is critical when developing programming templates and training on issues, such as where the talk groups are located.

“We did a 70-page-long product requirements document that went through technical issues and how the project was going to happen, including examples.”

“When an end user doesn’t know how to use a piece of equipment, it’s because no one sat down and said, ‘How do you do this and how would you like to be able to use it?’”

“We went two ways. We did an RFP asking the vendors to come back with all possible solutions, and, in another case, we developed a specific bid. The vendor came to talk with the users to find out what they wanted and they ended up being the successful bidder on the project. As a result of that, we now require vendors to come out and spend the day with the users to ensure they know what we need. The RFP effort was very time-consuming with lots of revisions required.”

Use the “fit and gap” process to minimize implementation surprises and issues.

“In Seattle, we developed a ‘fit and gap’ process. Two vendors came on site in response to an RFP, and spent three weeks doing multiple iterations of every requirement to demonstrate that their software would meet the agency’s needs. Vendors could propose enhancements or how the agency could change its business practice to work better. Basically we opened the hood and learned all the details you normally don’t learn until you’re into the implementation.”
Systems implementation signals the beginning of a new phase of building the new system and planning for systems maintenance, upgrade, enhancement, and replacement. Acceptance test plans are vital and are recommended to be included prior to signing the contract. The COPS Interoperability Tech Guide notes that acceptance testing is the process that an agency uses to verify that the delivered and installed product meets requirements specified in the procurement documents and contract, and is ready for use. From the agency’s point of view, this usually means that every user-oriented function should be thoroughly exercised and that any purchased equipment should be free from defect. Functional tests ensure that the equipment works as proposed. Reliability testing usually requires some sort of simulation, which could be a test of radio components and how they perform with the loss of backbone connections between sites, for example. Performance testing measures how well the technology meets the operational requirements. Final performance testing requires that all subsystems be installed, configured, optimized, and integrated. Testing through exercises stress tests the new system. For radio systems, coverage testing is also needed. Radio coverage testing involves field measurements of signal strength that project coverage using the measurements and probability statistics.

Training, training, training. It is critically important to train and exercise interoperable communications including equipment, procedures, and command and control.

“You got to train more than once and make them use [the system] constantly. You get initial training, then three years goes by and you haven’t used the equipment, and you’re wondering ‘how did they tell us to use this?’”

“We test our system twice a week. Unless you do, when it’s hitting the fan, they will go back to the way they’ve always done it unless it’s second nature.”

“You can have the best system in the world but it does no good unless your personnel are comfortable using it.”

“Join a users’ group. Motorola Trunked Users Group is another forum for discussing issues between users. M/A-COM hosts a similar listserv.”

Require the vendor to provide as-built documentation in the scope of work. Provide a clear and concise defined implementation plan that defines the completion of tasks and what denotes completion, how to negotiate and solve problems, and the payment schedule. Define the maintenance agreement that follows when the original one-, two, or five-year contract ends. Identify the total cost of ownership, and let the politicians know that there will be an ongoing cost of ownership. Post-project plans should include a method for continuous audit process. It could address the process for bringing in new agencies and whether the system the agency bought is able to add another 25, 50, or 100 percent capacity, and if that was defined up front.

“Every year right before hurricane season we do a top-to-bottom audit of our agency where we define operational readiness, evaluate our technology, make sure it’s meeting our needs, look for shortfalls and fill them. So on a yearly basis we’re updating our technology and our capabilities so we stay current.”
Based on the discussions of the two breakout groups, the following problems, lessons learned/best practices, recommendations, and resources required should be considered in implementation, operations, and performance measurement:

### Problems
- Requirements are not properly defined, creating a conflict between what the agency thought they were getting and what was delivered.
- Lack of stakeholder involvement in the implementation process creates user rejection of the new system.
- Lack of future planning of resources, and funding for the ongoing system—no money or plan for ongoing maintenance.
- Implementation plan with schedule was not included in deliverables.

### Lessons Learned
- Set up collaborative teams by function (officers, dispatchers, records staff, IT).
- Use the “fit and gap” process to minimize implementation surprises and issues.
- Identify ownership of project by a person with command authority.
- Allow flexibility in schedule.

### Recommendations
- Document requirements in detail versus asking for solutions.
- Identify the total cost of ownership with a living document.
- Create user groups to continue to document business practices and update procedures as needed.
- Set up site visits to similar infrastructures.

### Resources
- Staff time to define requirements by discipline.
- Staff time to identify business processes and develop the specifications to measure during performance testing.
- Funding and staff resources to keep the system running after implementation is completed.
- Project management is provided support from the highest level.
Closing Remarks

Mike Dame, Assistant Director for Grant Administration, Office of Community Oriented Policing Services, U.S. Department of Justice

Mike Dame, Assistant Director for Grant Administration, COPS, thanked his Federal partners and co-hosts, SEARCH, and participants at the second COPS Interoperability Summit. He also particularly noted the valuable contributions of the summit presenters, who set the tone for this productive conference. The contribution of the summit participants will provide valuable and practical lessons and recommendations to others initiating interoperable communications projects.

Mr. Dame adjourned the meeting.
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